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AHoTamif: Y poOOTi BHKOHAHO TMPOEKTHHUN aHAal3 BIPOBA/DKCHHA miaxomy Zero Trust y
kopriopatuBHiil [T-iHppacTpykTypi B yMoOBax pO3MHUBaHHS MEPEKEBOTO IEPUMETPa, PO3BUTKY
XMapHUX CcepBiciB, SaaS Ta BigganeHoi/riOpuaHoi podoTru. MeToro € 00rpyHTYBaHHS JOIUIBHOCTI Ta
(dbopMyBaHHS NPAKTUYHOTO TUIAHY MOETAITHOTO BIPOBAHKEHHS Zero Trust i3 BU3HAUEHHSIM 0OCSTY
pOOIT, 3aJIeKHOCTEH, pecypciB, PU3UKIB 1 BUMIPIOBAHUX KPUTEPIiB yCIHIXY.

3anponionoBano 1iMboBy apxitektypy (TO-BE), mo moenHye kepyBaHHS iJCHTHYHOCTSIMH Ta
noctynioM (IAM/SSO/MFA), npuHIMn HalMEHINNX NPHUBLIEIB, CETMEHTAIlil0/MIKpOCETMEHTAILIIO,
Zero Trust Network Access (ZTNA), koutpons crany kiHmnesux touok (MDM/EDR), 3axuct ganux
(xmacudikaris, DLP) ta 6e3nepepBuuii MoriTopuHr i pearyBanss (SIEM/SOAR). st mpoexTyBaHHS
i mpiopuTH3anii iHIIIATUB 3aCTOCOBAHO KOMOIHOBaHY METONUKY: apXiTEKTypHY ICKOMITO3HIIIO 3a
JOMEHaMHU KOHTpoJiB, gap-ananiz AS-IS/TO-BE, mopenioBaHHs 3arpo3 1 pHU3UK-OpPI€EHTOBaHE
paH)XyBaHHSI KOHTPOJIIB.

[IpakTnuHy nepeBipKy €(heKTUBHOCTI MTPOJAEMOHCTPOBAHO EKCIIEPUMEHTOM y (OpMAaTi «10/TiCIsDy
JUISL KpUTUYHOTO cepBicy: y nepioai B yBimkneno MFA, BnpoBamkeHo ZTNA-TOJITHKY TOCTYITY 10
3aCTOCYHKY, BUKOPUCTAHO CUTHAIN device posture Ta 3a0€3MeUeHO IIEHTPaIi30BaHe )KypPHAIIOBaHHS B
SIEM. OtpuMaHO UTIOCTPAaTUBHI pe3yjibTaTd, IO MOKa3yIOTh 3HIKCHHS YaCTKU YCHIIIHUX
(bIIIMHTOBUX BXO/IiB, CKOPOYEHHS KITBKOCTI 1HIIMJCHTIB, a TAKOXK CYTTEBE MOKPAIICHHS ONepalliiHuX
metpuk pearyBanHs (MTTD/MTTR). Pe3ynsratom poOoTH € CTpYKTypOBaHUil MJIaH BIPOBAKEHHS,
HaO1p KPI ta miaxia 10 KOHTPOIIO SKOCTI OJITHK, 10 3a0€3Meuy0Th KepOBaHICTh TpaHCchopMallii Ta
MiJCTaBy A7 MaciTadyBaHHs Zero Trust Ha 1HII JOMEHHU.

KurouoBi ciioBa: Zero Trust, xkibep6e3nexu, IAM, MFA, SSO, mikpocermenTartisi, EDR, SIEM,
DLP, MTTD, MTTR.

1. Beryn

[Ipo6nemaruka kibepOe3neku B ranysi [T ynpogoBxk ocTaHHIX POKIB CyTTEBO 3arocTpuiiacs yepes
udpoBizalio Oi3HEC-NpoLeciB, aKTUBHE BHKOPUCTAHHS XMapHHMX CepBICiB 1 SaaS, pO3BUTOK
B1JIJaJIEHOT/T10pUAHOT pOOOTH Ta 3pOCTAHHS KIJIBKOCTI KIHIIEBUX TOYOK (MOOUIbHI npuctpoi, BYOD,
[oT/IIoT). 3a mux ymoB TpaauliiiHa «IIE€pUMETPOBa» MOJENb 3aXUCTy BTpavyae e(eKTUBHICTH:
KOMIIpOMeETAIlisl OOJIKOBUX JaHMX, (DILIMHT, aTaku 4depe3 MiAPAAHMKIB ad0 ypa3lMBOCTI KiHIIEBUX
TOYOK JIAIOTh 3MOTY 3JIOBMHUCHHKY OTPUMYBATH JIOCTYIl J0 PECypciB HE3aNEKHO BiA (I3MUYHOTO
pO3TalTyBaHHS B MEPEXi.

[linxin Zero Trust po3rasgacThCs SIK BIAMOBIIL HA 3a3HAUCHI BUKJIMKH, OCKUTBKHA 0a3yeThbCsl Ha
MOCTIWHIN TepeBipll KOXXHOTO 3alHTy 10 pecypcy, NPUHIMII MiHIMaJIbHUX IMPHUBLIEIB Ta OOJMIKY
KOHTEKCTY NOCTyny (iI€HTHYHICTh, CTaH MPUCTPOIO, MICIe Ta iHII cuTHamu). OJHAK TPaKTUYHE
BIpOBa/KeHHsI Zero Trust € ckiagHUM KOMILIEKCHUM MpoekToM, mio 3adinae IAM (SSO/MFA),
MepeXeBl IMOJITUKM Ta CErMEeHTallil0, KOHTPOJIb MPUCTPOIB, 3aXUCT JaHUX 1 MpoLEecH
MOHITOPHUHTY/pearyBaHHs.
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AKTyaJbHICTh POEKTHOTO aHAJi3y BIPOBaKeHHs Zero Trust mosnsirae B He0OXiTHOCTI BU3HAYUTH
ONTUMAaJIbHY MOCTIAOBHICTh POOIT, 3aJIEKHOCTI Ta PU3UKH, OI[IHUTH BUTPATH W PECYpCH, a TAKOXK
chopmyBaru BumiptoBani kpurepii ycmixy (KPI). Came Taka mocTaHOBKa J03BOJSIE MEPEHTH Bif
JEKJIapaTUBHOI KOHIIEMIII 10 KePOBAHOI MPOrpaMu 3MiH, sika 3a0e3reuye MpaKkTHYHUA Oe3MeKOBUI
edexT 6e3 KPUTUYHOTO MOTIPIICHHS JOCTYITHOCTI Ta 3pYYHOCTI /Uil KOPHCTYBaUiB.

2. AnaJui3 jgiteparypu

CydachHa miteparypa moao Zero Trust KOHIIEHTPYEThCS HAaBKOJIO Takux Hampsmis: (1) 6a3oBi
apxXiTeKTypHI NpUHIMNM Ta pedepeHcHI Mmoxeni; (2) NpakTU4YHI BIOPOBAKCHHS Y BEIUKHUX
opranizamnisnx; (3) koHKpeTHI TexHiuHI MexaHi3mMu (IAM, MmikpocermeHTalliss, KOHTPOJIb IPUCTPOIB,
3aXUCT JAHWUX, MOHITOPHHT); (4) oriHIOBaHHS €(DEKTHBHOCTI T4 METPUKH.

2.1. Apxirektypai ocHoBH Zero Trust. NIST SP 800-207 ¢opmasizye HOHATTS KOMIIOHEHTIB Zero
Trust (policy engine/policy administrator, TOUkr BUKOHAHHS TTOJIITHK, TEJIEMETPisl) Ta i JKPECIIOE, 110
KJIIOUOBOIO OJIMHUIICIO 3aXUCTYy € pecypc, a He MepexeBuil cermeHT [1]. Ilomanbummii po3BUTOK
nigxoniB y NIST SP 800-207A neramizye NMpHUKIaad «ETalOHHUX» CLIEHApiiB 1 TEXHIK peaiizarii
(30KpeMa 11 XMapHUX/TIOpuIHUX cepenoBul) [2].

2.2. IlpakTiuHi KEHCH Ta EBOJIOLIS BiJ MEpUMETpa A0 KOHTEKCTHOTO aocTymy. Cepis myOmikamiit
BeyondCorp ommcye mepexim o Momenmi JOCTYIy «Ha OCHOBI 1ACGHTHYHOCTI W TIPUCTPOIO» Ta
JIEMOHCTPYE, o Zero Trust Moxke OyTH MacIITa0OBaHUM y BEITUKAX €KOCUCTEMAX, SIKIIIO OpTaHi3arlis
Ma€ PO3BUHEHI MPOILECH YIPABIIHHS 1JCHTHYHOCTSMHU, 1HBEHTAPU3AIII0 MPHUCTPOIB Ta CTAOUIBHI
KaHaJM TeaemeTpii [3-5].

2.3. Omanu Ta cucreMarusailis AociiakeHb. OmsgoBi poOOTH OCTaHHIX POKIB y3aralibHIOIOTh
TakCOHOMIt0 Zero Trust, TUTIOBI KOHTPOJII Ta MPOOIEMH BITPOBAKESHHS.

3okpema, Syed Ta iH. NPONOHYIOTHh y3arajbHeHy KapTHHY Zero Trust (Mepexa, 1I€HTUYHICTS,
MIPUCTPOI, 1aH1) Ta MiAKPECITIOIOTh POJIb O€3MepepBHOI OLIIHKY PU3HMKY focTyny [6]. CuctemarnuHuit
omsin Mushtaq ta iH. (2025) miakpeciroe TeHaeHuito 1o iHTerpauii Zero Trust i3 XMapHUMH
cepBicaMM Ta aBTOMAaTH3aLI€I0 MOMITHK, @ TAKOXK HAroJIONIye Ha MpobiieMax BUMIPIOBAHOCTI e(peKTy
i neinuTi BIATBOPIOBAHUX E€KCIIEPUMEHTIB [7].

2.4. Zero Trust y xmapi, edge ta [oT/IIoT. 3pocrae KinbKicTh pobiT, 1110 afanTyoTs Zero Trust 10
cepenosuil loT/edge, ne xapakTepHUMHU € 0OMEXEH1 PECypCH, BUCOKA F€TEPOreHHICTh IPUCTPOIB Ta
CKJIQJHICTh IIEHTPAJI30BAaHOTO KepyBaHHs. Liu Ta 1H. BHUKOHYIOTh CHUCTEMAaTHYHMM OTJISAT
3acrocyBaHHs npuHLUIIB Zero Trust B [0T 1 moka3yroTh, 110 KJIOYOBUMHU POOIEMaMHU € yIpaBiIiHHS
IIGHTUYHOCTAMU JUIsl TIPUCTPOIB, AOBipa A0 TeleMeTpii Ta MpakTUYHA peanizalis Oe3nepepBHOL
OLIHKA KOHTEKCTy [8]. I mpoMHCIOBUX CLEHapiiB pO3MISIAIOTBCS apXiTEKTYpH 3aXMIIEHOTO
BIJUIAJICHOTO JIOCTYMy Ta KOHTpoib ceciit y IloT, 30kpema 3 moeaHaHHSAM MEpEKeBUX MOJITHK 1
endpoint-koHTponiB [9]. YV mmpmomMy KoHTeKcTi LU(POBOI TpaHcopMalii MPOMHCIOBOCTI
nigkpecitoerbes, o Zero Trust y [IoT norpeOye y3romkeHHs 3 BUMOraMH HaIHHOCTI, JIATEHTHOCTI
Ta 6e3nepepBHOCTI BUpoOHHUNX npouecis [10].

2.5. CerMeHTallis Ta MIKpOCETMEHTallisl. Y YaCTHHI MEPEXKEBUX KOHTPOJIIB BAXKIMBUM €JIEMEHTOM
Zero Trust 3anumiaeThcsi CcerMeHTaIlis/MIKpocerMeHTaliss st oomexxkeHHs lateral movement.
JlocmipkeHHss B LI o6nacTi (OKyCYIOThCS Ha TOMY, SIK (OpMaiizyBaTH IpaBHja JOCTYIy MiX
CepBICAMU/KOMIIOHEHTAMHU Ta SIK OILIIHIOBATH SIKICTh MOJITUK (IIOBHOTA MOKPUTTS, MiHIMAJbHICTh,
PHU3UK MOMUJIOK). Basta Ta iH. MpOMOHYIOTh MiAX1/ 10 OLIHIOBaHHS CTPATeTii CerMeHTallii IK YaCTUHU
Zero Trust, Harojouryroun Ha moTpedi (opMai3oBaHUX BUMOT 1 MEPEBIPKU TOJITUK HA BEIUKHX
tomonorigx [11].

2.6. 3axuct maHWX, KOHQIAEHIIWHICTh 1 JOBipa M0 BUKOHAaHHSI. OKpeMUU TUIACT JOCIHIIKEHb
MIPUCBSIYEHO 3aXUCTy JaHUX 1 JOBipi 0 cepenosuil BukoHaHHs. Han, Kim, Lee Ta Shin npononyiots
MOJIeTTb KOHTPOJIIO A0CTymny B mapamurmi Zero Trust 13 Bukopuctanasm TEE/SGX sk mexanizmy
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MiJCWJICHHS JOBIpU JI0 BUKOHAHHS MOMITHK y XxMapi [12]. Taki miaxoau BaKJIUBI JUIsl CLIEHAPIiB, 1€
KPUTUYHOIO € JIOBipa HE JIMIIE [0 KOPHCTYBa4ya/IPUCTPOIO, a W /10 CEepeloBUINA, y SKOMY
00pOoOIAIOTHCS J1aHi.

2.7. besnepepBHa mepeBipka, Zero Trust Network Access (ZTNA) Ta KOHTPOJb CECIH.
[nenTuunicTh Ta aBTeHTH(IKamis B Zero Trust BUXOIATh 3a MEXI «OTHOPA30BOTO BXOIY»:
aKTyaJIbHUMH € Oe3nepepBHa BepHu]ikallis Ta alanTUBHI HOJITUKH JOCTYITy. Xiao Ta iH. MPOIOHYIOTh
migxin Age of Trust (AoT) sk frame-work Oe3mepepBHOi MepeBipKM Ha OCHOBI TeleMeTpii Ta
noBeiHKoBUX curHaiiB [13]. ¥V npoektHoMmy KoHTeKcTi ZTNA po3mIsaaloTh SK NPAKTUYHUNA KI1ac
pillieHb A1 KOHTPOJIO AOCTYIY JI0 3aCTOCYHKIB y TIOpMAHUX cepenoBHIax; orisa Attar Bashi ta
Senan yzarampHroe migxomu n0 ZTNA, 30kpema muTaHHS iHTerpamii 3 IAM 1 MepexeBUMHU
notukamu [14].

2.8. MOHITOPHUHI, pearyBaHHs Ta METPUKH €(peKTUBHOCTI. KpUTHUHO BaXKIIMBUMMU JJIs1 IPOEKTHOTO
aHaJ3y € METPUKH, K1 JO3BOJSIOTH BUMIPSATH pe3ynbTar: nokpuTrds MFA, dacTka KepoBaHUX
npucTpoiB, KimbkicTe iHIMAeHTiB, MTTD/MTTR, yactka noctymiB 3a mpuHuumnom least privilege
tomo. BomHouac JiTeparypa MigKpECHoe, 0 MPSMHUI 3B’SI30K MiXK BIpoOBapKeHHSM Zero Trust i
3HIDKEHHSIM 30WMTKIB BiJ IHIUICHTIB 4YacTo CKJIAgHO (opMaiizyBatd depe3 OararopakTOpPHICTh
0€3MeKOBHX MPOrpaM Ta HecTady BIAKPUTUX AAaHUX [6,7]. 3 TEXHOJIOTIYHOrO OOKY IMiJIKPECIIIOETHCS
BaXUIUBICTh SIKICHOT TeleMeTpii Ta MIBUAKOTO pearyBaHHs; orisan Alioto mokasye, 1mo cydacHi
w1aTGopMyU MOHITOPUHTY CIHPAIOTHCS HA amapaTHi Ta CHCTEMHI MeXaHI3MUu i 300py JAaHuX 1
MIATPUMKH security analytics y peanbHoMy vaci [15].

2.9. JonarkoBi cyyacHi Hampsmu. OkxpeMi cydacHi pPOOOTH TOPKAIOTBHCS CIICIiaTi30BaHUX
crenapiis Zero Trust. Hanpuxitan, Bandara ta iH. po3misinarots moegHanHs Zero Trust i3 MepexeBUMU
MexaHidMamu SG (network slicing) aust minBumeHHs O0e3mekn B3aeMoii cepsici [16]. YV 2025 pomi
3’SBISIFOTBCS.  OHOBJIICHI ONMSAM Ta Yy3arajdbHEHHS TMpoueayp ympoBamkeHHs Zero Trust i
KibepOe3neKoBUX MPAaKTHK Y MIMPIIOMY KOHTEKCTI OpraHi3alliiiHoi TOTOBHOCTI Ta KepyBaHHs 3MiHAMU
[17,18].

2.10. BucHoBku 3 aHami3y Jiteparypu Ta research gaps. Ha ocHOBI aHamizy pkepen MOXKHA
BUJIUINTH aCHEKTH, 110 PO3KPUTI JOCTATHBO J0OpE:

e apxiTekTypHi npuHuunu Zero Trust 1 Tunosi komnoneHnTd (NIST) [1,2];

*  MpaKTUYHI MATEPHH JIOCTYMY «HA OCHOBI 1IEHTUYHOCTI i mpucTporo» (BeyondCorp) [3-5];

e y3aranpHeHHd HanpsMmiB (IAM, cermenranis, endpoint, data, monitoring) y BUIJISII OIVIAIIB
[6,7].

BonHowac HeAOCTaTHBO PO3KPUTUMHU (AKTYaJIbHUMH JJISI MOJANIBIIMX JOCTIIKEHb) 3aJIUIIAI0THCS
TaKi HaMpsIMU:

1. BiaTBOproBaHI METOAMKH OIiHIOBaHHS edekTy Zero Trust. bpakye yHiBepcanbHUX MPOTOKOIIB

«zo/micnsy, ski 6 nos’s3yBanu TexHiuH1 KPI (MFA coverage, MTTD/MTTR) i3 0i3Hec-30uTKamu
Ta puzukKamu [6,7].

2. KinekicHi Mozeni pu3uky ais policy engine. Y 6ararbox poOoTax JeKinapyeTbes «oe3nepepBHa
OLlIHKay», ajleé Ha MPaKTULl Majo (QOopMai3yeThcs, SIK caMe PHU3UK arperyerbcs 3 TeleMeTpii Ta
NEPETBOPIOETHCS Ha MOJITHKY JlocTyty [6,12].

3. MacmraboBaHa MIKpOCerMeHTallisi B T'e€TepOreHHUX/ cepeloBUIIax. ICHYIOTh HIAXOAM 10
MIPOEKTYBAHHS TMOJIITHK, ajle Opakye TOCiKEeHb PO IX MiATPUMKY HPHU €BOJIOLIT CEpBiCiB, a TAKOXK
PO BaJ1Ialli0 MOMITUK Ha peaibHUX TONojorisx [9].

4. Zero Trust nns loT/edge 3 ypaxyBaHHsIM 00MEXEHb peCypCiB Ta onepauiiHuX BUMOT.

[ToTpiOHI y3rokeHi MiAX0Au 10 KepyBaHHS 1IEHTUYHOCTSMH MPUCTPOIB, HAIIHOI TenemMeTpii Ta
Oe3nepepBHOI OLIHKA KOHTEKCTY B YMOBaxX OOMEKEHHX PECYPCiB, @ TAKOXK Y3TOJKEHHS 3 BUMOT'aMU
[IoT no narentHOCTI/6€31

5. BinTBoproBaHi «mporeaypu BIPOBAKEHHs» Ta OpraHisaiiiiHa ToToBHicTh. bararo poGiT
OMHCYIOTh TIPUHITUIIN Ta apXITEKTYypy, ajie MEHIIOK Mipor (HOpPMalli3ylOTh MOCTIOBHICTh KPOKIB,
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KpUTEpil TOTOBHOCTI Ta THUIOBI KOMIIPOMICH O€3MEKH/3py4HOCTI Ui KOPHCTYBadiB y pealbHHUX
opranizarisx [15,16].

Takum uwmHOM, JiTeparypa MIATBEPIXKY€E CTpareriyHy AoHuUIbHICTH Zero Trust, ame s
NPAaKTHYHOTO BIPOBAKEHHS B OPraHi3alisx KPUTHYHOIO € caMe MPOEKTHA CKJIAJI0Ba: MIOCTAIHICTB,
BHMIPIOBaHICTh, YIPABIiHHSA PU3UKAMU Ta iHTerpamis 3 nporecamu [T i 6e3nexu.

3. Mera ta 3a7a4i JOCIiIKESHHS.

Merta npociipKeHHsI — OOIPYHTYBATH JOIUIBHICT 1 pO3pOOUTH MPOEKTHUM TIJIaH BIPOBAKEHHS
nigxony Zero Trust (o0csr, eranu, Oromxert, pusuku, KPI) nis koprioparushoi IT-indpacTpykTypH.

O06’ext pocmimkenHs — koprnoparuBHa [T-iHdpacTpykTypa Ta mpouecu 3a0e3nedeHHsT JOCTYITy
110 pecypciB (onpremise/xmMapa/riOpua) B yMOBax pO3MHUBAHHS MEPEKEBOTO ITEpUMETpa.

[Ipeamer DOCHIKEHHS — METOIU Ta IHCTPYMEHTH BpoBajkeHHs Zero Trust: IAM (SSO/MFA),
CEerMEHTAIlIs/MIKp  KOHTpodb crany mnpuctpoiB  (MDM/EDR), ZTNA, 3axuct maHux
(xmacudikanis/DLP), moniTopunr i pearyBanus (SIEM/SOAR).

3amaui JOCIIIKEHHS

1. omumcatm mortounwmii craH (AS-IS): Mepexka, mocTymH, KIHIICBI TOYKH, JaHi, MPOIECH
pearyBaHHS;

2. chopmysaru nimsoBuii cran (TO-BE) Ta Bumoru 1o koutpomis Zero Trust;

3. 3amporoHyBaTH JAOPOXKHIO KapTy BIIPOBAKECHHS

(miyor — MacmraObyBaHHS — ONepallioHami3alis);

4. BUKOHATH OLIHKY BUTpAT, pecypciB i TepMiHiB (WBS/mnan-rpadix);

5. CKJIAaCTH PEECTp PH3UKIB Ta 3aX0AH 3 iX MiHIMi3aIlii;

6. BusHaunTH KPI/MeTpuku eeKTHBHOCTI Ta METOIUKY iX BUMipIOBAaHHS.

4. Orsx MEeTO/IiB Cy4acHOi HayKU M MPAaKTHKH [IOJ0 PO3B’I3aHHS IMOCTABICHHX 3a/1a4.

Y upoMy po3miil y3aralbHEHO METOAM, L0 HaldacTille 3aCTOCOBYIOTHCS B CydyacHId Haymi U
MPAKTHUII JJIs1 TPOEKTYBAHHS Ta OIIHIOBaHHS BIIPOBAKEHb Zero Trust. Metromu miniOpaHo Tak, moo
BOHU MMOKpUBaiH 3axadi popmysanus TO-BE, npiopuTusanii KOHTpOIIiB, IUITaHYBaHHS BIPOBAKEHHS
Ta BUMiproBaHHs edekry [1,2,6,7].

4.1. ApXITeKTypHa JEKOMIIO3MIlisl Ta MallyBaHHS JOMEHIB KOHTpOJiB. Meton 0Oa3yeTbcs Ha
pedepencHux moxensx Zero Trust (koMmoHeHTH policy engine/administrator, policy enforcement
point, TeneMeTpis) Ta IEKOMIIO3MIIIT apXiTeKTypu Ha AomeHu koHTpoiiB (Identity, Device, Network,
Data, Visibility) [1,2]. [ns KigbKicHOI OLIHKHM mporpecy (MiIXi A0 BUMIPIOBAHHS «IOKPHTTS
KOHTpOJiBY») [1,2] 3acTOCOBYETHCS MOKAa3HUK MOKPUTTS [1,2]:

¢ = Zmet . 100\%, (1)

Nreq
ae:
e C — NOKpUTTSA peasizallii KOHTpoiB, %;
®  Nimp/— KUIBKICTb peai3oBaHUX (BIPOBAPKEHUX) KOHTPOJIIB Y 33JaHOMY JTIOMEeH1/Tipodii;
®  Nyeg— KUIBKICTh KOHTPOJIB, 1110 BU3HAUEH1 SIK 000B’513K0B1 y HiboBoMy npodini (TO-BE).
O1iHKY TOKPHUTTS 32 JIOMEHaMH [TOJJaHo Ha puc. 1.

100
80
60 ‘ 40

40 ‘
20 H H
0

I[dentity Device Network Data Visibility

Honmenn

-]
S
—

60

o
on

[To KPUTTA, U/L

Puc. 1. [Ipuxnan mamyBaHHSI HOTOYHOTO OKPUTTS KOHTPOIIB Zero Trust 3a JoMeHaMU.
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Ha puc. | mokazano mpukiajg NOpiBHSAHHS TOKPUTTA JoMmeHiB koHTpoiniB (Identity, Device,
Network, Data, Visibility) y Bigcorkax. Jliarpama JeMOHCTpYE, SIKI HAIPAMKH BXXE BITHOCHO 3piJi
(BMII CTOBITYMKH), a SIKI 3aJIMINAIOTBCSA «BY3bKMMH MICLSIMU» TMPOTPaMU BIPOBAKCHHS (HIDKYI
CTOBIUUKHM). BogHouac ciiff BpaxoByBaTH, 1110 3HAYEHHS € arperoBaHUMMU: OJJHAKOBE MOKPHUTTS MOXKeE
O3HAYaTH Pi3HY SKICTh HAJAMITYBaHb 1 PI3HUA (AKTHUHUN pIBEHb 3HWKEHHS PH3HKY, TOMY
iHTepIpeTalis norpedye miaATBEpIKEHHS ayTUTOM KOH(]Irypariil i Tenemerpiero.

CunbHI CTOpPOHM: 3a0e3ledye CIUIbHY «MOBY» AJISl CTEHKXOJAEPIB, O3BOJSIE CTPYKTYypYBaTH
JOPOXKHIO KapTy ¥ 3alie)HOCTI Mk KoHTpoisimu [1,2]. Cnabki cTtopoHH: came 1o co0l TOKPUTTS HE
rapaHTye 3HWKEHHS PU3UKY; BOKIUBA SKICTh KOH(ITypaliid i KOHTEKCT BIPOBaKEHHS [6,7].

4.2. Gap-ananiz AS-IS/TOBE. Gap-ananiz no3Boisie ¢popmainizyBaTd pO3pUB MiX MOTOYHUM
CTaHOM A Ta IUIbOBUM cTaHoM 1 Juis HaOOpy KpHUTEpiiB/KOHTpON Y TMpPaKTUL OLIHIOBAHHS
3pinocti/roroBHocTi ZTA Ta mnmaHyBaHHS TpaHcopMalii Takuii pPO3PUB YACTO OMHUCYIOThH
HOpMaJIi30BaHUMHU IKajdamu [7]. Po3puB MoxHa nogaTtu y Buriiszi (2) Bexropa [7]:

g=T—-A g€[01] (2)

ae:

e A=(4i,...,An) — BEKTOp OILIHOK MOTOYHOTO cTany (AS-IS) 3a n kputepiamu/konTponsmu; ¢ T
= (Th,...,Tn) — BexTOp ouinok minkoBoro crany (TO-BE) 3a Tumu x kpurepismu;

e g=(gi,..,g1) — BEKTOP PO3PHBIB;

* g;— HOpMali30BaHMii nedinuT 3a i-M Kpurepiem (0 — po3puBy Hemae, | — MakcUManbHUR
PO3pUB y BUOpaHii mIKai).

[Ipuknan Bisyanizaiii po3puBiB g; HAaBEICHO HA pHC. 2.

Kpurepii

Puc 2. [Ipuxnaz pe3ynbTrariB gap-aHaiisy: HopMaiizoBaHi po3pusu g Mix AS-IS 1 TO-BE.

Puc. 2 BigoOpaxae HopmamnizoBaHi po3puBu g € [0,1] mix AS-IS i TOBE 3a BuGpanumu
KOHTpPOJIIMU. Bwuiii 3HaYeHHd g; O3HAyatoTh OutblmMi  AepiuuT (To0TO OlIbIMil  00csr
poOiT/iHBecTuLii), ToMy Trpadik 3pydHUH Ui HEpPBUHHOTO (OPMYBaHHS OEKJIOTY 1HILIATHB.
OOMexxeHHSIM € Te, [0 HOpMalli3allisl Ta caMl OLIHKH 4acTO eKCHEepTHI: 0e3 y3ro/KEeHOl IIKaau i
JDKEpe TaHUuX TaKUi pUCYHOK MOXKE CTBOPIOBATH 1JTF03110 TOYHOCTI Ta BUMAraTH JI0JaTKOBO1 BaJIiiarii
yepe3 IHBEHTAapHU3allilo aKTHUBIB 1 BUMIPIOBaHY TEJIEMETPIIO.

CunpHi CTOpOHU: Nae mpo3opy 0a3y s OOIpYHTYBAaHHS MpPIOPUTETIB 1 MiaHy poOiT; 1oOpe
MOEHYETHCS 3 MPOEKTHUM TUTaHyBaHHAM. Cl1aOKi CTOPOHH: OL[IHKM YacTO €KCIEePTHI i MOXYTh OyTH
yHepeKeHUMU; TOTpiOHA Bajifallisi TEIEMETPI€I0 Ta ayauTamH [6].

4.3. MonentoBaHHs 3arpo3 i cueHapiiB arak (threat modeling). Threat modeling 3acTocoByeThbCs
JUIsl BUALICHHSI KpUTUYHHUX PECypCiB/CepBiCiB Ta ClieHapiiB KOMIIPOMeETaIlii, 110 BU3HAYaI0Th BUMOTH
710 TIOJITHK JIOCTYITy ¥ KOHTeKCTHUX curHamiB [1,6]. st npioputr3arii 3arpo3 y mpakTHIli
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YIpaBIiHHA PU3UKaMU (30KpeMa Ipu I1aHyBaHHI KOHTpoiB ZTA) gacto 3actocoByeThes (3)
0a3oBa pU3MK-OIliHKA [6]:

Ri= Py Iy 3)

ne:

*  Ri— OIlIHKA PU3UKY IS k-1 3arpo3u; * Py — WMOBIPHICTH peamizaiii k-1 3arpo3u (Harmp., 3a
excriepTHoro 1mkanorw [0;1] ado 1-5);

e [, — BIUIMB/30MTOK Bix peanizarlii k-i 3arposu (Hamp., (hiHAaHCOBHWH, omepamniiHuil abo 3a
OaJIbHOIO IIIKAJIOK0);

®  k— IHJIEKC 3arpO3u/CIICHAPII0 aTaKHU.

[Tpuknax moOymoBu JepeBa clieHapiiB MOAaHO Ha pHUC. 3.

Komnpomeraliis
jgocryiy jgo CRM

Dinmar Hekepopanuii Hamiprunit

Ta BUKPaldeHHA llpll("l'l}jf—'l D.l(‘p(‘.)h'.(‘]illf_'l JOCTYIL

qepe3 VPN

OOJIKOBIX JIAHHX (BigteyTHiil posture)

Puc 3. Copomene aepeBo cuenapiiB ains threat modeling KpuTuaHOTO CEpBICy.

Ha puc. 3 HaBeneHo crpolieHe JepeBo clieHapiiB komnpomeranii goctymy 1o CRM uepes Tpu
TUTIOB1 BEeKTOpH: (DillIiHT, HEKepoBaHMiA PUCTpiil Ta HagMipauit VPN-noctyn. Taka cxema qoromarae
«rpu3eMIUTH» a0cTpakTHi BUMoru Zero Trust Ha KOHKpeTHi yrpasiiHChki pimenns (MFA, device
posture, ZTNA, 3By>XeHHsI MepekeBUX IpaB). HemomikoM € CripoIIeHHs: 1epeBO He MoKa3ye MOBHOTO
JIAHITIOTa aTak (HalpuKJIad, eCKalallio MPUBLIEIB, 370BKUBAHHSI TOKEHAMH, IOMIIIKH KOHQIryparii),
TOMY JUIl BUPOOHMYOIO BUKOPHUCTaHHS MOTPiOHE JETaltOBaHHS BY3JiB, MPUB’SI3Ka /10 aKTHUBIB Ta
nepesipka npunyueHs Ha qauux SOC.

CuiibHI cTopoHU: (OKYCYETHCS HA peATbHUX IIIJISXaX aTaky Ta «00JbOBUX TOUKax» (0OJIKOBI JAaHi,
npuctpoi, lateral movement), nizcuitoe o0IpyHTOBaHICTh BUOOPY KOHTpOIIB [6,14]. Cnabki cTOpoHH:
SKICTh 3aJIEKUTh Bl MOBHOTH 3HaHb MPO AaKTUBH/3arpo3u; CKJIaJHO (opMaiizyBaTd AJIs BEIMKHX
reTeporeHHUX cepeloBHIL Oe3 aBTOMAaTH3allil Ta IHBeHTapHu3allii.

4.4. OuiHIOBaHHS PU3MKIB 1 NPIOPUTHU3ALIS KOHTPOMIB (3BakeHa Mozeinb). [ias mpoekTHOro
IUTaHYBaHHS NOTPiOHE paH)KyBaHHS 1HILIATHB 32 OYIKYBAaHUM e(eKToM 1 ckiajaHicTio. [TpakTuunuit
MiaXi1 — 3BakeHa cyma (multi-criteria scoring), A€ KOXEH KOHTPOJb OLIHIOETHCS 33 KPUTEPIIMU
(3HIDKEHHSI PU3HKY, BapTiCTh, CKJIQAHICTh iHTerpanii, BiiuB Ha UX, koMiutaeHc) [6,7]. @opmanizaris
yepe3 3BaKEHY CyMY 3aCTOCOBYETHCS B OIVIIJIOBUX poOOTaxX SK MPOCTHH MeXaHi3M MpiopUTH3aLii B
yMOBax HemoBHUX AaHuXx [7]. [arerpansaumii 6an (7):

Sj=Xitiwirij, Xiziwp =1, 4)

ne:

e §j— iHTerpagbHUil 0aa NPIOPUTETHOCTI j-TO KOHTPOIHO/1HIIL

®  m — KUIbKICTh KPUTEPIiB OI[IHIOBAaHHS;

*  w;— Bara i-ro KpuTepiro (4acTka BaKJIMBOCTI),

Pmi=1 wi =1,

®  r;— OIlIHKA j-TO KOHTPOJIIO 32 i-M KpUTepieM (HOpMati3oBaHa ado y OanbHil mKkai);
* | — IHJEKC KPUTEPII0, j — THJEKC KOHTPOJIO.
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[Tpuknaa paHKyBaHHS! KOHTPOJIIB 3a 0aioM S; HaBeZeHO Ha puc. 4.

-
C.
]

1 (818 - L
~ 0.6
04
0.2
NUEEEY g@*\ (Lr@\fﬁ?‘ et %\?}\

K()HTI)()‘-‘II:)

Puc 4. [Tpuxnan npioputu3aiii KOHTPOIIIB 3a IHTETPATLHUM OanoM S;.

Puc. 4 imocTpye pesyasraT mpiopUTH3alii KOHTPOIIB 3a IHTErpaJbHUM OanoM S; (UMM BUIIUN
CTOBIYMK, TUM BHIIHI npioputeT). Taka Bizyamizallisi KOpUCHA JJIs1 KOMYHIKaIlii 3 MEHEKMEHTOM 1
(dhopMyBaHHSI ITOCTIIOBHOCTI BIPOBAKEHHS. BogHOYAC Ciii KpUTUYHO OIIHIOBATH JDKEPETO OaliB:
3HAYEeHHS S; CUJILHO 3aJIeKaTh BiJ] Bar w; Ta LIKAN 7y, a TAKOXK MOXKYTh HE BPaXxOBYBAaTH 3aJIE€KHOCTI
MK KOHTpoysimu (Hampukian, MFA sk mepeaymoBa A aaliTUBHUX IOJIITHK), TOMY PE3yJIbTaTH
MOTPIOHO JOTIOBHIOBATH aHAII30M 3aJIS)KHOCTEH 1 pU3UKIB BIPOBAKCHHSI.

CuIbHI CTOPOHH: ITPO30pa JIOTiKa BUOOPY MPIOPUTETIB; JIeTKo iHTerpyeThess B WBS/mman-rpadixk i
OIOIKETYBaHHS.

Cnabki CTOpPOHU: 3aJI€KHICTh BiJl €KCIEPTHUX Bar; PU3UK «IICEBIOTOYHOCTI», AKIIO IIKATU HE
Y3TOIKEHI Ta HEMa€e ICTOPUYHKX JaHuX [7].

4.5. ®opmaizoBaHa OIliHKA. MOJITHK CErMeHTallii/MikpocermeHTarlii. CermMeHTalisi € KIF040BUM
MexaHI3MOM 3MeHIIeHHs1 lateral movement. Y HaykoBUX poOOTax MPOMOHYIOTbCS METPUKH
OIIIHIOBAHHS CTpaTeriii MiKpOCErMEeHTallil Ta MEepeBipKU IMOMITHK Ha BEeIUKHX Tomojorisx [11]. Sk
0a30By KUIBKICHY XapaKTEPUCTHKY «KOPCTKOCT1» MOJITHKHM MOKHAa BUKOPHCTOBYBAaTH BIJHOILEHHS
JTIO3BOJICHHX B3a€EMOJIIN JIO BCIX MOTEHIIMHNX B3aemomii [11]:

D — |EallOW| (5)

a |Epossible|'

ne:
e D — HIJBHICTH 103BOIB (UMM MeHIIle DD, THM MEHIIIE J03BOJICHUX B3a€MOIIN);
*  FEillow— MHOXXUHA JI03BOJICHHUX 3’ €IHAHB/B3a€MOJIIM MK KOMIIOHEHTAMH;

*  Epossible — MHOXKUHA BCIX IOTCHLIMHO MOXIIMBUX 3’€JlHaHb (3a 3aJaHOI0 MOJEILI0
KOMITOHEHTIB);
® |'| — NOTYXHICTh MHO)XMHHU (KUIBKICTb €JIEMEHTIB).

JluHaMiKy 3MEHIIICHHS MUIBHOCTI TI03BOIIB D 1II0CTpYE puC. 5.

—_ = = =
oSO oo

0 1 2 3 4
Kpokn yrouteniist moIiTHK

o

Puc 5. Imrocrtpariisi: 3HMKEHHSI IIUIBHOCTI JO3BOJIB D y Mipy YTOUHEHHS MPaBUI
MIKpOCErMeHTaIlil.
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Ha puc. 5 nmoka3aHo UTIOCTpaTHBHY 3aJIEKHICTh IIIJIBHOCTI 103BOJIB D BiJ KPOKIB yTOYHEHHS
HOJITUK: 31 3POCTaHHAM 4Hcia iTepauiii [ 3MEHIIYeThCS, IO O3HAYA€ 3BYKEHHS MHOXUHHU
JI03BOJICHUX B3a€MOIii 1 moTeHIiiine oomexxeHHs lateral movement. CuiibHa cCTOpOHA Takoro rpadika
— Hao4He BigoOpakeHHs «tightening» momituk. [Ipore BiH HE AEMOHCTpYE, YU HE OyJIO MOPYIICHO
0i3Hec-(pyHKIIOHAIBHICTH: TaAiHHSA D MOXE CYITPOBOKYBATUCH 300€M JIETITUMHUX MOTOKIB Tpadiky,
TOMY Ha TMpakTHLi NOTpiOHE mapanenbHe BiJCTEKEHHS IOKA3HHUKIB JIOCTYMHOCTI/IIOMUIIOK
3aCTOCYHKIB 1 KOHTPOJIb 3MiH.

CunbHI CTOpOHH: J1a€ hopMallbHUI KpUTEPil «3MEHIICHHS TIOBEPXHI B3aEMO1i»; MPUAATHUHN [T
BaJIijaIlii moJiTUK 1 KOHTposiboBaHoro tightening. Cmalki cropoHu: y legacy-cepenoBuIax Ba)KKo
OTpPHUMATH TIOBHY KapTHUHY 3aJIKHOCTEH; iICHY€e PHU3UK MOPYIIECHHS MPale3aaTHOCTI Yepe3 HaaMipHe
3BY>keHHs [11].

4.6. ExciepumenTanbHuid miaxin «ao/micias» niast KPI. Jlnsa nepeBipku mpakTHYIHOTO €(DEeKTy
BIIPOB/KCHUX KOHTPOJIIB 3aCTOCOBYETHCS €KCIIEPUMEHT «10/mmicis» (A/B y vaci) 3 BUMiIpIOBaHHIM
KPI (MFA coverage, MTTD/MTTR, inuuaentu, pe3ynsrata GimmHr-TecTiB) [6,7]. s KiTbKiCHOTO
MOPIBHSHHS MEPi0/1iB BUKOPUCTOBYETHCS CTaHAApTHA (hOpMyIia BiTHOCHOI 3MiHHM TOKa3HUKa [6,7]:

Ax = 224,100\ %. . (6)

XA

ae:

* Ax — BIIHOCHA 3MiHa IIOKa3HHMKA X MK mepiogamu, %o;

*  X4— 3HaYEHHS NMOKa3HUKa y nepioai A (“mo”);

*  Xp— 3HAYEHHS MOKa3HUKa y nepioai B (“micis”).

[MopiBastaast MTTD Ta MTTR y nepiogax A i B nmoka3ano nHa puc. 6.

30
20
10 m

m

HHsI

)

Snauc

A

U[II\.{TTD[LII‘()A
Puc 6. [Tpuxnag nopisasiaast MTTD Ta MTTR 1 mepioniB A (7o) 1 B (micns).

Puc. 6 nopisatoe MTTD ta MTTR y aBox nepionax (A — 10, B — micns), 1110 103B0JIsIE HAOUHO
OLIIHUTH BIUIMB 3MiH Y MOHITOPUHTY Ta JOCTYI1 Ha MIBUIKICTh BUSIBIIEHHS 1 pearyBaHHs. 3MEHIICHHS
CTOBIYMKIB Yy nepiofii B iHTepnpeTyeThes sIK MOKpaIleHHs onepauiiHoi kepoBaHocTi. BogHouac 6e3
KOHTEKCTY €KCIIEPUMEHTY MOKJIMBI XUOH1 BUCHOBKH: METPUKHU MOXKYTh 3MIHIOBAaTHCSI Yepe3 30BHIIIHI
¢daxropu (iHmmii npodins atak, 3miHM B SOC, pi3Ha KUIBKICTh 1HIMJEHTIB), TOMY JUISI KOPEKTHOL
iHTeprpeTanii NoTpiOHI KOHTPOJbHI MPUITYIIEHHS, OJHAKOBa TPUBAJICTh MEPIOJIB 1 MOSCHEHHS
JDKeper TaHuX.

CunbHI CTOpOHM: 3a0e3ledye BUMIPIOBAHICTh 1 JEMOHCTPY€E MPHUKIAIAHY IIHHICTH A Oi3Hecy
(uepe3 KPI); noOpe minTpumye pimeHHs Ipo MaciuTabyBaHHS.

Cnalki CTOpOHHM: MOTPIOHI SAKICHI >KypHAJIU/TeNEeMeTpisi; MOXKIIMBI BIUIMBU CTOPOHHIX (haKTOpiB
(ce30HHICTH aTak, 3MiHU B nporiecax SOC), ToMy NOTPiOHI KOHTPOJIBHI IPUITYIIEHHS.

4.7. Anani3z meroaiB. Meroau 1-2 3a1al0Th CTPYKTYpY Ta «KapTy» poOit, aie 6e3 meroaiB 3—4
MOXYTh HE BIJOOpa3UTH peabHi pu3uku. Meton 5 nae hopMalibHI METPUKH JUISI MEPEKEBOTO IOMEHY,
OJIHaK MOTpedye IHBeHTapu3allii 3aexxHocTeld. MeTos 6 mepeBoIuTh MPOEKT y BUMIPIOBaHY IJIOLIHHY,
aJie 3aJIeKUTh BiJl 3p1JIOCTI MOHITOPUHTY Ta SIKOCTI TaHUX.
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4.8. OOrpyHTyBaHHsS BUOOPY METOIAMKH JUIs BUKOHAHHS 3a/1a4 JOCHIKeHHA. J[ns po3B’s3aHHs
MMOCTaBJICHUX 3aJ1a4 y poOO0TiI 00paHO KOMOIHOBaHY METOIMKY, 110 TOETHYE:

e apxiTekTypHy aekomnosuiito 3a NIST (metox 1) sik ochoBy TO-BE ta Bumor [1,2];

e gap-anHani3 (MeTox 2) i GOPMYBaHHS MEPEIIKY POOIT 1 3aJIEKHOCTEH;

e threat modeling (MeTox 3) Ta 3BakeHE paH)KyBaHHS

(mMetox 4) s mpiopUTH3AIIil KOHTPOIIB 13 HAUOUIBIIMM pU3HK-eekToM [6,7,14];

e (opmanbHy mepeBipKy cermeHTallii (MeTos 5) y 4aCTUHI MEpeKeBUX MOMITHK [11];

®  eKCIEpUMEHT «Jo/micis» (Merox 6) sSK iHCTpYMEHT Bamijnanii eexry Ha MijIoTi Ta MiACTaBy
JUI MaclITaOyBaHHS.

Takuii BUOIp apryMeHTOBaHMW THUM, IO BIH OJHOYacHO 3abe3medye (a) apXiTEKTypHY
Y3TOIKEHICTh, (0) KepOBaHICTh MPOEKTY Ta (B) BUMiptoBaHuii pe3yasrar y KPI, mo npsimo Biamnosinae
3a/1auaM JOCIiIKEHHS.

5. IlnanyBaHHS i IPOBeeHHS €KCIIEPUMEHTY

5.1. Mera Ta au3aiiH eKCIIEPUMEHTY. METO0 EKCIIEPUMEHTY € KIJbKICHO OIIHHUTHU €(eKT Bij
HUIOTHOTO BHPOBAKEHHS KOHTpoONiB Zero Trust aias OJHOro KPUTHUYHOIO cepsicy (YMOBHO:
koprioparuBHuil noptai/CRM) 3a mimxonom «odo/niciay. JlM3aiiH EKCIIEPHUMEHTY BKJIIOUAE JBA
MIEPIOJIU CTIOCTEPEIKEHHSI OTHAKOBOT TPUBAJIOCTI:

* Ilepion A (mo BIpOBa/DKEHHS): MOTOYHI MexaHi3Mu Aoctymy (mapons/VPN 3a morpedn),
0a30BHi1 )KypHaJ TOCTYIIIB.

» Ilepiog B (micnst BopoBakenHs): BBiIMKHeHO MFA s 1ocTymy 10 cepBicy, 3aCTOCOBAHO
ZTNANONITUKY [IOCTYNy 3a MNPUHIMIIOM HAaWMEHIIWX NpUBiLIEiB, YBIMKHEHO KOHTpOIIb CTaHy
IPUCTPOIO (KepOBaHUI/HEKEPOBaHMIA) Ta LIEHTpali30BaHe KypHantoBaHHsA B SIEM.

5.2. O0’eKT eKCepUMEHTY Ta KOHTPOJbHI BIUIMBU. Y TLIOTI BHKOPUCTOBYIOTHCS TaKi KEpOBaHi
3MiHH (interventions):

1.  MFA nis Bcix KOpUCTYBadiB CEpBICY.

2. ZTNA 3aMicTh HIMPOKOTO MEPEXKEBOTr0 JOCTYIY: JOCTYIl HAJA€ThCs JIMIIE A0 KOHKPETHOIO
3aCTOCYHKY.

3. Device posture (YMOBHO): JOCTYIN JO3BOJISIETHCA JIMIIE 3 KEPOBAHUX MPHUCTPOIB
(3apeectpoBanux y MDM/EDR) a0 3HMXKY€ThCSI piB€Hb JOCTYIY JUIsl HEKEPOBAHUX.

4. IlenTpanizoBaHuil MOHITOPUHI: monii aBreHTH(ikauii/a Ta anepru EDR mepenatorscs no
SIEM.

5.3. Metpuku Ta Meroauka BuMiptoBaHHA. [l OliHIOBaHHS e(eKTy BH3HA4eHO Habip METpHUK
Ki0epOe3nexu Ta onepawiifHoi KepoBaHOCTI:

«  MFA cov — nokpurts MFA, % xopuctyBauis 13 MFA.

*+ Managed dev — vacTka KepOBaHHX MPUCTPOIB, Yo.

* Phish SR — wvacrtka ycmimHuX QIIIMHIOBUX BXOAIB (32 pe3ylbTaTaMH CHMYJIbOBAHUX
¢immHr-TecTIB), %.

*  Inc — KINBKICTh MATBEPHKEHHUX IHIUACHTIB TOCTYITY IO CEPBICY 3a Mepiof.

*  MTTD — cepenHiii yac BUSBIECHHS IHUUCHTY.

*  MTTR — cepenniit yac pearyBaHHs/JI0KaIi3allil.

O1iHIOBaHHSI BUKOHY€ETHCSI Ha OCHOBI kypHaiiB [AM/SSO, SIEM-anepTiB Ta peecTpy iHIMJIEHTIB
SOC. Jlns MeTpHK yacy BUKOPUCTOBYIOThCSI CTaHAApTHI BU3HaueHHS (7,8) (Y3ro/pkeHi 3 MPaKTUKOIO
BUMIpIOBaHHS orepaiiHoi e)eKTUBHOCTI pearyBaHHs) [6,7]:

) . .
MTTD = =50, (680 — t8000)- (7)

detect start
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ne:
*  MTTD — cepenHiii yac BUSBIICHHS IHIIUACHTY;
* N — KUIBKICTb IHIIUJICHTIB Y BHOIpIIi;

(i)
e tstarr — moment MOoYaTKy i-To 1HIUACHTY (ab0 OIliHKa MOMEHTY KOMIIpOMETAIlli/mepiiol
noii);
(0

detect — MOMEHT BUSIBJIICHHS i-TO 1HITHJICHTY.

_1 ® ©)
MTTR = N Iiv=1(tresolve - tdletect) (8)

ae:

*  MTTR — cepenniii yac pearyBaHHs/BiIHOBICHHS

(JTokaiizariii) micisi BUSBICHHS,
. resolve— MOMEHT 3aBEPIICHHS pearyBaHHS (JI0Kai3allis/yc Juis i-ro iHIUACHTY;

b
t(")

detect — MOMEHT BUSIBJIICHHS i-TO 1HITHJICHTY.

5.4. LimrocTpaTtuBHI pe3yabTaTi «10/micisy. Pe3yasrati HUK4e HaBeICHO SIK IPUKIIAT 0(hOPMIICHHS
eKCIIEpUMEHTY y Tabn.1 (CTpyKTypa BiATBOpIOBaHA HA peabHUX JaHUX OpraHizaiii).

Ta6auus 1. [lopiBasiHHS MeTpHK Yy nioTi Zero Trust (mpuKIan «J10/micis»)

[TokazHuk [epion A (10) [Tepion B (micst)
MFA cov, % 0 98

Managed dev, % 35 80

Phish_SR, % 12.0 3.0

Inc, k-cTB 6 2

MTTD, ron 18.0 4.5

MTTR, rox 36.0 10.0

5.5. O6pobxka pe3yabrariB eKcrepuMeHTy. i KiTbKICHOTO MOPiBHAHHS nepioaiB A1 B
BUKOPHCTAHO B1THOCHY 3MiHY IOKa3HUKIB [6,7]:

Ax = 274100\ %. )

XA

Ha ocHoBi nanux tabn. 1 oTpuMaHo Taki OI[iHKU €(eKTy:

e mnokpurts MFA 3pocno Ha +98 m.m. (3 0% 1o

98%);

®  YyacTKa KePOBaHMX MPHUCTPOIB 30ibIImIack Ha +45 1m.11. (3 35% 1o 80%);

*  YaCTKa yCHIITHUX (iMIMHTOBUX BXOAIB 3MeHIIHIachk Ha 75% (3 12% mo 3%);
*  KUIBKICTh IHUUJECHTIB JOCTYITy 3MEHILNIAch Ha

66.7% (3 6 10 2);

e  MTTD 3menmmgcs Ha 75% (3 18 rox 1o 4.5 ron);

e MTTR 3menmmuBcsa Ha 72.2% (3 36 rox no 10 roxn).

5.6. BUCHOBKH 10 po3/iny.
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[TinoTHMI eKcTIepUMEHT MOKa3ye, 1110 HaBiTh OOMEXEHE 3a OXOIUICHHSM BIIPOBaKeHHS Zero Trust
(MFA + ZTNA + koHTpOo:b npuctpoto + SIEM) Morke 1aty BUMiproBaHU# €(eKT: 3MEHIIICHHS YaCTKH
yCHIIHUX (IIIMHTOBUX BXO/IB, CKOPOUCHHS KUIBKOCTI IHITUACHTIB JOCTYIY Ta CyTTE€BE MOKPAIICHHS
omnepariitHoi kepoaHocti yepe3 3HmkeHHS MTTD 1 MTTR. Otpumani pesyasTatu miaTBEPIKYIOTh
JOUUIBHICT MacITaOyBaHHS IMiJXOAYy Ha 1HIII CEpBICH 3a YMOBH IOETAITHOTO BIPOBAKEHHS Ta
KOHTPOJIIO BIUIMBY Ha 3py4YHICTh KOPUCTYBaYiB.

6. O0rosopeHHs pe3yJbTATIB

VY3aranbHeHHsI pe3ynbrariB mokasye, mo noeaHanHs [AM (SSO/MFA), KOHTEKCTHHX CHUTHaJiB
(xepoBaHicTh npucTporo), ZTNA Ta nientpainizoBaHoro Mmonitoputry (SIEM) no3Bosnsie nepeiTu Bia
«TIEPUMETPOBOI» JOTIKH JOCTYIY 10 KEPOBAHUX MOMITHUK, OPIEHTOBAHUX HA PU3HK. Pe3ynbraTtu ninoty
y ¢opmari «mao/micnsy (3mianm MTTD/MTTR wactku ycninmHuX (DimImMHTOBHX BXOAIB Ta KiJIBKOCTI
IHIMICHTIB) TATBEPIUKYIOTh MPAKTHYHIHA €()EeKT HaBITh PU OOMEKEHOMY OXOTUICHHI.

6.1. SWOT-anani3 3anpornoHOBaHOro MiAX0Ay BIpoBapkeHHs Zero Trust:

e Strengths (CunbHi cTOopoHH): BHUMIpIOBaHICTh edekry depe3 KPI; 3meHIIeHHS pusHKy
koMmmpomeTanii  o0nmikoBuxX gaHux 3aBasku  MFA; 3HmwkeHHs lateral movement depes
CErMEHTaIlil0/00MEeXEHHS TOCTYILY; IiIBUIIICHHS KEPOBAHOCTI uepe3 TeneMeTpito Ta SIEM.

e  Weaknesses (Cnabki cTOpoHH): 3aJI€XKHICTh BiJ] AKOCTI IHBEHTapHU3allii akTHBIB 1 TeIeMeTpii;
3HA4YH1 IHTErpamiiiHi BUTpaTH; pu3UK moripmeHHs UX npu HagMIpHO JKOPCTKHUX IOJITHUKAX;
CKJIAJHICTh MIATPUMKH TIOJIITHK Y TeTeporeHHnx/legacy cepemoBuInax.

e Opportunities (MoxnuBocTi): aproMmaru3aiis moJiTUK d4epe3 risk-based access;
MaciTadyBaHHS Ha XMapHi cepBicH Ta SaaS; MiABUIICHHS BiIIOBITHOCTI KOMILJIA€HCY; BUKOPUCTAHHS
SOAR nns ckopouennst MTTR.

e Threats (3arpo3u): MOMUIKH KOHPIiryparii

[AM/nonitux pocryny; vendor lock-in; 00Xia KOHTPOJIB yepe3 KOMIIPOMETAIII0 TOKEH1B/Ceciil;
3pOCTaHHS CKJIQAHOCTI KepYBaHH MPH LIBUJIKIHM 3MiH1 3aCTOCYHKIB 1 TOMOJIOT1H.

6.2. HayxoBa HOBM3Ha.

HaykoBa HOBHM3Ha po0OOTH MOJSIrae y 3ampoONOHYBaHHI IHTETPOBAHOI, MPOEKTHO-OPIEHTOBAHOT
METOJIMKN BIpoBajkeHHS Zero Trust, sika moennye: (1) apXiTeKTypHY IE€KOMIIO3MILIIO JIOMEHIB
KOHTpOJiB; (2) gap-ananiz ASIS/TO-BE; (3) threat modeling 1 pu3uk-opieHTOBaHY IpPiOPUTHU3AIIIIO;
(4) dopmamnizoBaHi METPUKH JJIsi MIKPOCETMEHTAIlll €KCTIEPUMEHTAIBHUI MPOTOKOJI <«JI0/TICIIsD ISt
nepesipku KPI Ha ninorti. JlogaTkoBoro HOBU3HOMO € (popMaizaliisi HaOopy MOKa3HUKIB, 10 HAMIPSIMY
3B’SI3YI0Th TEXHIYHI 3MIHM JOCTYIy Ta MOHITOPHUHTY 3 OINEpallifHUMM METpUKaMU pearyBaHHS
(MTTD/MTTR) y Mexxax OHOTO MPOEKTHOTO ITUKITY.

6.3. IlepcrieKTUBU MOAANBIINX JTOCIIIKEHb.

[TepcniekTUBHUMHU HampsiMaMu TOJANBIINX AOCHiKeHb €: (1) moOymoBa KUTBKICHUX MOeNen
pu3uKy U1 policy engine (arperarisi CUTHaJIiB KOHTEKCTY, TUHAMIYHI OPOTH 0CTYy1Y); (2) MeTonu
BaJiaIlii MOJITUK MIKPOCErMEHTAIlli Ha pealbHUX TOMOJOTIAX 13 MiHIMI3aIl€l pu3uKy 300iB; (3)
nopiBHsAHHS edexktuBHOCTI ZTNA-pimieHs y pi3HUX apxXiTekTypax (on-premise/xmapa/riopun); (4)
PO3LIUPEHHS E€KCIEPUMEHTAIBHOTO JU3aiiHy (KOHTPOJIBbHI TPy, aHami3 KOoH(ayHIepiB, IOBIII
TIeP10/IA CITOCTEPEKEHHSI) JIJIS T1IBUIIIEHHS BIITBOPIOBAHOCT1 PE3YIIbTaTIB.

7. BUCHOBKH
Y po0oTi BHKOHAHO TPOEKTHHWM aHali3 BIPOBAKEHHS Moxeni Zero Trust Ta chHOpMOBaHO

MPAKTHYHI PpEe3yabTaTH, IO JO3BOJSIOTh TMEPEeWTH BiA KOHIENIii A0 KEePOBAHOTO IUIaHY
Tpancdopmarrii.
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1. Cdopmosano minboBuii cran (TO-BE) Zero Trustsxuii interpye TAM/SSO/MFA, least
privilege, ZTNA, xouTpons crany npuctporo (MDM/EDR), cermenTariiro/MikpocerMeHTallio,
3axucT nanux (knacudikamis/DLP) ta monitopunr/pearysanns (SIEM/SOAR).

2. 3anporoHOBaHO KOMOIHOBaHY METOAMKY Ta MOCTAITHUH MiX11 BIPOBAKEHHS (apXITEKTypHA
nexomro3uilis, gap-anainiz AS-IS/TO-BE, threat modeling, pusznkopieHTOBaHa MPIOPUTH3ALLIS, MIJIOT
— MacmTadyBaHHA — OIEpallioHaji3amis), M0 3MEHIIye PU3UKU 300iB 1 Jae 3MOTY KepyBaTH
3MiHaMHU.

3. TlpomemoHcTpoBaHO ekcriepuMeHTanbHy Baninamito KPI y dbopmari «mo/micis»: moeHaHHS
MFA+ZTNA+dev posture+SIEM moxe 3HUKYBaTH KUIbKICTh IHITMACHTIB 1 TOKpAIIyBaTH OIepalliiHi
meTpuku pearyBanus (MTTD/MTTR), oo cTBOproe miacTaBu A MacmTaOyBaHH Ta MOJAJIBIIOTO
BIIOCKOHAJICHHS CUCTEMH METPHK.
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Abstract: This paper provides a projectoriented analysis of implementing the Zero Trust security
model in a corporate IT environment. The topic is motivated by the increasing cyber risk landscape,
hybrid work, and the erosion of the traditional network perimeter due to cloud services, mobile
endpoints, and third-party access. The goal is to justify the implementation feasibility and to propose
an actionable delivery roadmap, including scope definition, phased rollout, resource planning, risk
management, cost estimation, and measurable success criteria.

The proposed target architecture combines identity and access management (IAM, SSO, MFA),
least-privilege access, network segmentation (including micro-segmentation), endpoint security and
device posture controls (MDM/EDR), data protection (classification and DLP), and continuous
monitoring and incident response (SIEM/SOAR). A phased implementation approach is outlined: AS-
IS assessment, TO-BE design, pilot deployment for a critical service, enterprise-wide scaling, and
operationalization via policies, staff training, and security KPIs.

Key words: Zero Trust, cybersecurity, IAM, MFA, SSO, micro-segmentation, EDR, SIEM, DLP,
MTTD, MTTR.




